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Abstract

The last few years have seen an explosive growth in the use of the web for many aspects of business and human endeavour.  The web has evolved from its very early days where it was purely used for information dissemination, to application deployment on the web, the read-write web with web 2.0 and progressively the provision of semantics on the web.  In parallel with this development has been that of ubiquitous computing with the deployment of sensors and minimal computing devices on the person or in the environment of interest.  These two trends initially started to come together with the “Internet of Things” connecting the sensors or base stations to the internet.  This has since evolved to the “Web of Things” which uses a standardized protocol HTTP as an application protocol instead of just  as a transport protocol to provide connection of sensors with the internet.  This relies on the so-called “Restful Services” or Resource Oriented Architectures.  Within this framework, the "Web of Things" refers to the next generation of network and web where each and every object on the globe will be identifiable, interactive and a part of an adhoc network. The "Web of Things" relies on the numerous electronic devices or sensors, which form a collaborative system.
This “Web of Things” today provides an integrated framework for Ubiquitous Intelligence and Computation.  The “Web of Things" envisions a wireless network implementation for its sheer ubiquity. "Web of Things" brings enormous challenges on the conceptual and technical levels. The following six sections define the research challenges in implementing a successful “Web of Things” strategy;
· Abstractions for sensor and event representations

· Compositions of sensors to deliver particular information

· Semantics for compositions of sensors and events

· Robust wireless devices and networks

· The storage, structure and retrieval of the tsunami of wireless sensor data 

· User interfaces for visualizing, configuring, monitoring and controlling such networks and their outputs.

· Middleware to seamlessly integrate and tailor adhoc devices and the “Web of Things” network

· Convergence of technologies to deliver truly synchronized wireless voice, video and data.

· Wireless network and device security

When these are combined with wearable devices and sensors associated with the immediacy of a person, it leads to the concept of “Human Space Computing”.  Human Space Computing (HSC) refers to an end user or consumer interacting with technology-based system(s) or embedded computer devices through interactive protocols or modalities such as audio, video, hearing, feeling, vision, touching, sound, voice, vibrating, reading, writing, tagging, blogging, binding etc.. all human sensations.

The distinction between this and Human Computer Interaction (HCI) lies in the definition of what the Human interacts with; system or computers, - what are the differences between the two; the interaction protocols and what do they include. It is obvious that Human Space Computing requires a much larger scale of emphasis and automation on ‘system’ and ‘interaction’ and it is where the challenges are.

A key element of the “Web of Things” is the ability to deploy sensors with flexibility and mobility.  An important technology here is WSN technology. Recent advances in wireless technology have enabled the development of wireless solutions capable of robust and reliable communication in various environments. International standards such as the IEEE 802.11a/b/g/n for wireless local area networks and the IEEE 802.15.4 for low-rate wireless personal area networks, as well as numerous RFID (radio-frequency identification) specifications, have enabled applications such as wireless networking, sensing, monitoring, control, and asset tracking. Such wireless sensing technologies have the potential to be beneficial in both domestic and industry applications in a number of ways. Introducing these technologies can contribute to;

· The monitoring of the working and living environment, systems and devices

· Reduced installation, integration, operation and maintenance costs

· Speedy installation and removal 

· Mobile and temporary installations

· Up-to-date information services are available at anytime, anywhere

· Enhanced visualization, foresight, forecasting and maintenance schedules 

· Determine certain patterns and characteristics of our everyday lives
· Safe living and working environment and optimized processes

· Effective and efficient operation

In this paper, we propose a conceptual framework and reference architecture for embedding the notions of Ubiquitous Intelligence and Computing within the “Web of Things” and empowering their use in a broader context. It also outlines a number of existing application areas such as;

· Oil, gas, resources and manufacturing industries

· Vehicle, road, traffic and transportation

· Smart homes 

· Human space technologies, smart appliances and wearable devices

· Social Networking

· Convergence
